
Configure your QuestBlue sip trunk under Elastix PBX 2.4 and Issabel PBX as well 

Firewall  
First, we need to make sure that QB IP is whitelist on your PBX  

On your console type the below command one line at the time and hit enter after each one  

iptables -A INPUT -s 128.136.235.202 -j ACCEPT 

iptables -A INPUT -s 128.136.224.0/24 -j ACCEPT 

iptables -A INPUT -s 128.136.235.0/24 -j ACCEPT 

 

 

Other way is adding the lines direct under iptables files usually on Centos all version from 7.8 

and below is located on /etc/sysconfig/iptables. In this case, you can use any editor and add the 

follow lines  

-A INPUT -s 128.136.235.202 -j ACCEPT 

-A INPUT -s 128.136.224.0/24 -j ACCEPT 

-A INPUT -s 128.136.235.0/24 -j ACCEPT 

 

Trunk 

Next step Login in your Elastix system and select the option “PBX” of the Menu and after that 

“PBX Configuration”,  

In the left panel, we going to see that we have different options for configuration select the one 

that says “Trunk” 

 

 

 



Under “Trunk” option select “Add SIP Trunk” and complete with the follow parameters under 

option Outgoing Settings specific “PEER Details” 

type=peer 

host=sbc.questblue.com 

qualify=yes 

insecure=invite,port 

context=from-trunk 

nat=no 

session-timers=false 

 

 
 

You can check if your trunk is registered to execute Asterisk commands sip show peers under 

“Tolls”, “Asterisk-CLI”. 

 

 

 

 



Routes 
One your trunk is registered you can start creating the local Outgoing under “Outbound Routes” 

most of the setting below work for US Local and Toll-Free Outbound see the examples  

 

Please don’t forget to select your just created QuestBlue SIP Trunk from the list “Trunk 

Sequence for Matched Routes”  

 

Local Outgoing Example 

 

  
 

 

 

 

 

 

 

 

 



Toll Free 

 

 
 

 

 

 

 


